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Abstract of the contribution: This contribution propose to add a new key issue about access control for the next generation architecture.
Introduction
Access control is one key function for both 3GPP and Non-3GPP system. When the next generation architecture is designed, a basic access control function should be considered as one key issue. The baseline scenario for the access control considers the access to the network by the wide-area 3GPP access network coverage, the most usual case.
The solution for this key issue should describe the access control as a modularized function. The procedures of the access control should be described and simplified as much as possible as compared with existing procedures in EPC.
The solution to this key issue could be extended/adjust to apply to variant scenarios, e.g., those are being discussed in SA1. 

1) eMBB (enhanced massive mobile broadband), scenarios on high throughput, including: the broadband access in dense area, the broadband access everywhere, the high user mobility. 
2) Critical communications, the key property is to require extremely low latency and high reliability

3) mIoT(massive Internet of Things): including use cases of Smart wearables, Sensor networks, Internet of Things. The key property is high number of connections and low cost per connection.
The solution can also be leveraged for the core network performs access control for non-3GPP access.
Proposal
It is proposed to add the following Key Issue to the TR 23.xyz “Study on Architecture for Next Generation System”.
* * * Start of changes * * * *

5.x
Key Issue x - Access Control for 3GPP Network
5.x.1
Description 
Access control is one key function for both 3GPP and Non-3GPP system. When the next generation architecture is designed, a basic access control function should be considered as one key issue. The baseline scenario for the access control considers the access to the network by the wide-area 3GPP access network coverage, the most usual case.

The solution for this key issue should describe the access control as a modularized function. The procedures of the access control should be described and simplified as much as possible as compared with existing procedures in EPC.

The solution to this key issue could be extended/adjust to apply to variant scenarios, e.g., those are being discussed in SA1. 

1) eMBB (enhanced massive mobile broadband), scenarios on high throughput, including: the broadband access in dense area, the broadband access everywhere, the high user mobility. 

2) Critical communications, the key property is to require extremely low latency and high reliability

3) mIoT(massive Internet of Things): including use cases of Smart wearables, Sensor networks, Internet of Things. The key property is high number of connections and low cost per connection.
The solution can also be leveraged for the core network performs access control for non-3GPP access.
* * * End of Changes * * * *
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